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Would you give up your password to Facebook and MySpace in order to get a job?

A few days ago, the city of Bozeman, Montana began asking job seekers to list all memberships in forums such as Facebook and MySpace. In an effort to learn more about the moral character of prospective employees for fire and police positions, the city also requested user names and passwords for easy access.  When the new screening methods became public, the city reversed their position after reportedly receiving one email per minute.  A whopping 98% of those contacting the city leaders expressed disagreement – citing that the new policy was an invasion of privacy.  
For years, recruiters have surfed the net to get more info on candidates. In a recent Deloitte study on the impact of social media in the workplace, 60% of bosses believe they are entitled to know about the images being projected by employees on networks like Facebook and Twitter.   Likewise, about the same number of employees feel that their networking pages are “none of their employer’s business.”   

Despite the conflicting positions, there is an important point of agreement:  74% of respondents said that it’s easy to damage a company’s reputation on social media.  More businesses are encouraging social networking, but are not prepared for the risks involved.   At least 27% of employees surveyed don’t consider the ethical consequences of posting comments, photos or videos online.  Even though a majority of executives believe this is a Boardroom issue, few offer any guidance or attempt to create a greater awareness of the issues involved.  
Who can blame them?  It’s uncharted, murky waters.   The emerging technology blurs the line between personal and business.  Nobody has any solid answers to these dilemmas right now because it’s nearly impossible to keep pace with the changing technology that is accelerated by the enormous creativity of human beings.  That’s why a simple update to the company policy may not be helpful.   
First, like the Bozeman experiment, the effort might backfire and the document could face public ridicule on a global scale.    Second, your company’s policy will probably be ignored.  Nearly half of the Deloitte survey respondents indicated that a policy won’t affect their online behavior 
So what do you do? Here are some suggestions to consider:

· Research emerging issues and stay informed.  Helpful sources include the social media study that can be accessed at www.deloitte.com.  You can also visit the Word of Mouth Marketing Association’s website for updates on their approach at www.womma.org.  Additionally, I liked some of the practical ideas put forth by James Wong in his LegalTechnology article on social networking policies.

· Be proactive.  Use staff meetings to foster straightforward discussions about the potential problems and help employees sort through these issues. Reiterate your company’s values and how they might be applied in these situations.  Remember that ideals usually resonate more than rules.
· Ask employees to take the “granny test”.  In other words, how would your grandmother feel about that entry on your MySpace page?  (Hey – you don’t see wild and crazy pics from the firm’s last Christmas party on the web, do you?)  

McAfee & Taft attorney Charles Plumb suggests managers take into account the particular circumstances regarding workplace email, internet and social media issues when making judgment calls. He recommends reviewing your decision for fairness, reasonableness and to make sure the approach protects and serves your business interests. In other words, apply some traditional values to these challenging times and problems.
